Month/Day/Year
To: Chairperson, Promoters’ Committee, Japan CDR Coalition

Name of Organizing Entity　　　　　　　　　　　　　　　　　　　
Representative (Title / Name)　　　　　　　　　　　　　　　　　　　
Person in Charge (Affiliation / Title / Name) 　　　　　　　　　　　　　　　　　　　


Application for Event Collaboration
1. Name of Event

2. Details of Requests
Please indicate the applicable request(s) from items a–f.
 a．Co-host
· If requesting financial support from the Japan CDR Coalition, please indicate the amount.
b．Endorsement 
c．Speaker / Exhibition Participation
d．Email announcement to members of the Japan CDR Coalition 
e．Posting on the Japan CDR Coalition’s website
f．Social media engagement (If the organizer posts on LinkedIn for promotion or event reporting, we request that the Japan CDR Coalition’s official account respond with a “Like.”)
· Please specify the content and expected timing of the posts that the organizer plans to publish.Details of certain items:
· 


3. Background of Request and Purpose and Overview of Event (including program, schedule, expected participants, etc.)

4. Confirmation Items 
(Please check all that apply)
☐The event content aligns with the mission and activities of the Japan CDR Coalition, including research, information gathering, public outreach, capacity building, and networking relevant to the promotion and deployment of CDR.
☐ The organizing entity is not for-profit, or the event itself is of high public interest and not conducted for commercial purposes. 
☐ The event does not involve promotion of a specific company, product, or service, nor does it serve private interests.

5. Declarations
(By checking the items below, the applicant is deemed to have agreed to all declarations.)

(A)  Anti-Organized Crime (Boryokudan) Declaration
[bookmark: _Hlk61022172]☐ We hereby declare that none of the following apply:
1. An individual, corporation, or organization (“entity”) from the organizer is an organized crime group as defined in Article 2, Item 2 of the Act on Prevention of Unjust Acts by Organized Crime Group Members (Act No. 77 of 1991, hereinafter the same), or any of the entity’s officers, etc. (meaning, in the case of an individual, the individual himself/herself; in the case of a corporation, its officers or the representative of a branch or business office that regularly enters into contracts; and in the case of an organization, its representative, directors, or any person who is substantially involved in its management; hereinafter the same) is a member of an organized crime group (as defined in Article 2, Item 6 of the same Act, hereinafter the same).
2. Officers, representatives, or materially involved persons from the organizer use organized crime groups or their members to obtain illicit benefits or cause damage to others.
3. Officers or representatives from the organizer supply funds or extend convenience to organized crime groups or their members, or otherwise cooperate with or participate in the maintenance or operation of such groups.
4. Officers or representatives from the organizer knowingly maintain socially unacceptable relationships with organized crime groups or their members.

(B)  Information Security Declaration
☐ We pledge to comply with the following requirements and ensure appropriate information security:
1. When obtaining personal information of participants necessary to achieve the purpose of holding the event (as defined in Article 2 of the Act on the Protection of Personal Information, Act No. 57 of 2003), the organizer shall clearly specify the purpose of use to the individual concerned and shall obtain such information upon such clarification. The organizer shall use the information only within the scope of the stated purpose.
2. The organizer shall appropriately protect information assets held by individuals, corporations, or organizations involved in the operation of the event (including personal information obtained through the event). The organizer shall develop and operate information systems that incorporate adequate information security measures to prevent unauthorized access, information leakage, alteration, and internal misconduct.
3. At the workplaces of corporations or organizations involved in the operation of the event, as well as at the event venue itself, the organizer shall handle information assets and information devices with due care, and shall implement physical information security measures to prevent internal misconduct and information leakage.
4. When the organizer receives services from an external provider in connection with the holding of the event (such as outsourcing event operations), the organizer shall appropriately manage the external provider through information security assessments, confidentiality agreements, and other necessary measures.
5. In the event that any information-security-related incident, failure, or suspected incident occurs, the organizer shall promptly report it to the Japan CDR Coalition, take necessary measures and procedures, identify the cause, and make efforts to prevent recurrence.

(C)  Safety Management Declaration
☐ We pledge that our safety management system satisfies the following:
1. For events where participants may physically gather (except for publications-only activities), we have prepared and confirmed emergency response procedures and manuals for natural disasters and other contingencies.
2. When providing food or beverages, we ensure proper hygiene management. If catering or external food service is used, we confirm that the provider’s hygiene management is appropriate.

Final Declaration
☐ We acknowledge that if any statement above is false or violated, and this results in any disadvantage to the Japan CDR Coalition, we will not raise any objection.
2

